
今、企業が狙われている！！！

高山警察署
TAKAYAMA

POLICE STATION

会社代表者を騙った
『ビジネスメール詐欺』
が全国的に急増しています！

① ホームページに記載の会社代表者の氏名を使用し、
会社のメールアドレスにメールを送信する。

② ＳＮＳのグループを作るように指示し、振込権限
を持っている担当者をグループ内に招待させる。

③ 『事業資金名目』で指定した口座に高額な現金を
振り込ませる。

ビジネスメール詐欺の手口の紹介

会社名

ＳＮＳ名

代表者名

※実際の画像

右の画像のようなファイルが
送付されてきます。
業務でメールを取り扱う方で
あれば、誰でも対象となる可能
性がありますので、十分に注意
してください。
お金を振込む前、グループを
作る前に、把握している代表者
の電話番号に直接架電するなど
して確認を取ってください！

詐欺は常に巧妙化していますので、ご注意ください！


